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Comparing the Zipit® Enterprise Critical Messaging
Solution™ to Traditional Messaging Systems

Solution Overview

The Zipit Enterprise Critical Messaging Solution was specifically designed to address underlying
communication and workflow challenges commonly found in organizations in healthcare, state and
federal government, hospitality, education, and other sectors due to the reliance on texting and
antiquated paging systems, which are typically unreliable, not secure, and do not provide a closed
loop of communication.

These common communication challenges include:

- "I didn't get the page" (No message acknowledgment/visibility) - Zipit addresses this by recording
all communication that is sent and received using any of the tools in the solution: mobile apps,
dedicated messaging devices, secure web apps. This also means the solution surpasses federal
minimums of HIPAA compliance and is uniquely capable of empowering managers to keep their
teams accountable.

- Normal messages do not prompt action — The Zipit solution’s priority message feature enables
organizations, operators, dispatchers, and other users to set priority levels for messages which
change the behavior of the message or device itself to require a response from the recipient before
ending the alert or allowing the user to use the device/app in any other way. High-priority messages
cannot be silenced otherwise. In this way, the solution is uniquely equipped to serve as the primary
alerting platform when used in an emergency response capacity.

- Inefficient Communication workflows - Zipit Smart Message™ communication workflows can be

customized according to an organization or team’s particular communication needs. Smart messages
can be rerouted, escalated, can be assigned timeouts, and can be handed off among team members
to facilitate improved efficiency in operations.

- Communication speed & reliability — Zipit priority messages have an average confirmed delivery
time of less than 10 seconds for all messages sent across the country since the solution went live in
2011. This is especially crucial for organizations like Hospitals and EMS providers, whose business is
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directly affected by the time it takes to receive and act upon messages. In addition, Zipit servers have
an uptime of 99.99%.

- Integration and Security - The solution is capable of, and has already been integrated with, systems
across the country like nurse call, EMR, telemetry, fire alarm, and other alert and management
systems. All communication through the Zipit solution is encrypted end-to-end. All four points of the
HIPAA regulation controls are not only met, they are exceeded. Communication is stored and readily
available for viewing by authorized customers. All communication can be exported and attached to
medical records and usage reports (including device status).

In addition, Zipit is the sole provider of a comprehensive critical messaging solution that includes
smartphone/tablet applications, a secure cloud-based management portal, and specialized

devices. This is important because not all organizations allow BYOD (Bring Your Own Device) policies
and/or do not have company-owned smartphones available for their employees. This could be due
to any number of reasons including budget restraints.

So in summary, Zipit distinguishes itself by being a comprehensive, simple-to-use solution that
improves organization and team communication by addressing the common technical and
operational challenges that often occur in enterprises.

The Zipit Enterprise Critical Messaging Solution, comprising of the dedicated Zipit Now™ TS device,
Zipit Confirm™ mobile application and Zipit RAP™ (Remote Administration Portal) contain several
unique features not found in traditional devices like pagers or cell phones, specifically:

Elimination of "Send and Pray" Paging and Messaging

Traditional over the wall paging or messaging is eliminated by providing full tracking of message
delivery, acknowledgement and forced response to the originator of the message. A dispatcher
knows immediately (in seconds) if the message has been delivered or if they have to take alternative
actions to locate another person without delay. Instead of waiting for 5-7 minutes on average to
conclude that a person has not received a message, the Zipit solution immediately informs the user
of a device’s status, such as if it is powered off causing delivery to not occur.
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Priority
Expiration
Response Options
Message
6 Records
Recipient / Name Network Processed Delivered |Device Offline Delay [Responded |Response Status
Colleen Patterson c12 00:00:00 00:00:02 00:00:17 Never v
Dan Heredia Test Open Network 00:00:00 00:01:11 00:01:09 00:01:19 S minutes v
Frank Greer C12 00:00:00 00:00:03 00:00:15 15 minutes v
Ralph Heredia Power Off 00:00:00 >
Ralph HerediaSMS N/A 00:00:00 N/A N/A N/A N/A v
Brian Cornelious cellular 00:00:00 00:00:02 00:00:05 60 minutes v
User status Sent Delivery Offline Read Response
time verification notification receipt

Forced Responses

Message status in the Zipit RAP™

Traditional pagers and other devices can generate a noise indicating a message has been received.

The Zipit solution is the ONLY platform that can force a user to select an answer in order to silence

the alert. That alert can continue for up to 7 days or until the user acknowledges the critical

message.

With traditional forms of communication, including pagers, email and texting, you send someone a

message but cannot force them to respond to that message. Messages could be forgotten or ignored

and the sender would have no knowledge of this.

Raised Accountability Levels

Included in the solution are extensive reports that show not only the state of message delivery as

described earlier, but also the state of each device. For example, a sender would know if the Zipit

device a user is carrying is powered off at the time the message is sent. These reports help

organizations keep employees accountable and also improve the ability to get a hold of someone, at

the time of the event, instead of losing precious minutes before realizing the message was not

acknowledged.
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Network Connections 'T Zipit
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HIPAA / HITECH Compliance

Traditional 1-way and 2-way pagers are NOT HIPAA or HITECH compliant. The Zipit solution is
encrypted “at rest” on the device and in the cloud, as well as “in transit” using SSL/TLS technologies.
In addition, the Zipit solution authenticates both the device and the user in the communication with
the Zipit cloud infrastructure.

In addition to knowing device status, all communication is recorded on the Zipit RAP to enable full
compliance with HIPAA and HITECH regulations. This includes communication between two Zipit
devices, two mobile apps, or even communication between a Zipit device and a traditional cell phone
using SMS. ALL CONVERSATIONS are securely logged in the secure Zipit cloud infrastructure.

Use of Modern, Trusted Technologies

The Zipit solution was designed to address decaying and eliminated paging infrastructure by
leveraging an organization's internal Wi-Fi network as well as the Verizon Wireless Nationwide 3G
network. This provides coverage both inside and outside buildings. Because Zipit devices are
intimate with both networks, it has the ability to dynamically switch between the two for maximum
network coverage. If an employee is walking the halls of a building and runs into Wi-Fi “dead zones”,
the Zipit device will automatically switch to the Verizon Wireless 3G Network within 30 seconds
giving you redundancy that no single pager network can offer. The Zipit RAP is built on a completely
hosted, secure cloud-based infrastructure, eliminating any need for on-site installation and
maintenance of servers and proprietary paging consoles.
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Legal notice

©2003-2015 Zipit Wireless, Inc. All rights reserved. Zipit, the ‘2"
Logo, Enterprise Critical Messaging Solution, Zipit Now and Zipit
RAP are trademarks or service marks of Zipit Wireless, Inc. and may
be registered in some jurisdictions. All other trademarks are the
property of their respective owners.

Zipit Wireless, Inc. ("Zipit") assumes no responsibility for any
typographical, technical, or other inaccuracies, errors, or omissions in

this documentation. In order to protect Zipit proprietary and confidential
information and/or trade secrets, this documentation may describe some
aspects of Zipit technology in generalized terms. Zipit reserves the right

to periodically change information that is contained in this
documentation; however, Zipit makes no commitment to provide any
such changes, updates, enhancements, or other additions to this
documentation to you in a timely manner or at all.

This documentation might contain references to third-party sources
of information, hardware or software, products or services including
components and content such as content protected by copyright
and/or third-party web sites (collectively the "Third Party Products
and Services"). Zipit does not control, and is not responsible for, any
Third Party Products and Services including, without limitation the
content, accuracy, copyright compliance, compatibility, performance,
trustworthiness, legality, decency, links, or any other aspect of Third
Party Products and Services.

EXCEPT TO THE EXTENT SPECIFICALLY PROHIBITED BY
APPLICABLE LAW IN YOUR JURISDICTION, ALL CONDITIONS,
ENDORSEMENTS, GUARANTEES, REPRESENTATIONS, OR
WARRANTIES OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING WITHOUT LIMITATION, ANY CONDITIONS,
ENDORSEMENTS, GUARANTEES, REPRESENTATIONS OR
WARRANTIES OF DURABILITY, FITNESS FOR A PARTICULAR
PURPOSE OR USE, MERCHANTABILITY, MERCHANTABLE
QUALITY, NONINFRINGEMENT, SATISFACTORY QUALITY, OR
TITLE, OR ARISING FROM A STATUTE OR CUSTOM OR A
COURSE OF DEALING OR USAGE OF TRADE, OR RELATED TO
THE DOCUMENTATION OR ITS USE, OR PERFORMANCE OR
NON-PERFORMANCE OF ANY SOFTWARE, HARDWARE,
SERVICE, OR ANY THIRD PARTY PRODUCTS AND SERVICES
REFERENCED HEREIN, ARE HEREBY EXCLUDED. YOU MAY
ALSO HAVE OTHER RIGHTS THAT VARY BY STATE OR
PROVINCE. SOME JURISDICTIONS MAY NOT ALLOW THE
EXCLUSION OR LIMITATION OF IMPLIED WARRANTIES AND
CONDITIONS. TO THE EXTENT PERMITTED BY LAW, ANY
IMPLIED WARRANTIES OR CONDITIONS RELATING TO THE
DOCUMENTATION TO THE EXTENT THEY CANNOT BE
EXCLUDED AS SET OUT ABOVE, BUT CAN BE LIMITED, ARE
HEREBY LIMITED TO NINETY (90) DAYS FROM THE DATE YOU
FIRST ACQUIRED THE DOCUMENTATION OR THE ITEM THAT IS
THE SUBJECT OF THE CLAIM. TO THE MAXIMUM EXTENT
PERMITTED BY APPLICABLE LAW IN YOUR JURISDICTION, IN
NO EVENT SHALL Zipit BE LIABLE FOR ANY TYPE OF DAMAGES
RELATED TO THIS DOCUMENTATION OR ITS USE, OR
PERFORMANCE OR NONPERFORMANCE OF ANY SOFTWARE,
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HARDWARE, SERVICE, OR ANY THIRD PARTY PRODUCTS AND
SERVICES REFERENCED HEREIN INCLUDING WITHOUT
LIMITATION ANY OF THE FOLLOWING DAMAGES: DIRECT,
CONSEQUENTIAL, EXEMPLARY, INCIDENTAL, INDIRECT,
SPECIAL, PUNITIVE, OR AGGRAVATED DAMAGES, DAMAGES
FOR LOSS OF PROFITS OR REVENUES, FAILURE TO REALIZE
ANY EXPECTED SAVINGS, BUSINESS INTERRUPTION, LOSS
OF BUSINESS INFORMATION, LOSS OF BUSINESS
OPPORTUNITY, OR CORRUPTION OR LOSS OF DATA,
FAILURES TO TRANSMIT OR RECEIVE ANY DATA, PROBLEMS
ASSOCIATED WITH ANY APPLICATIONS USED IN
CONJUNCTION WITH ZIPIT PRODUCTS OR SERVICES,
DOWNTIME COSTS, LOSS OF THE USE OF ZIPIT PRODUCTS
OR SERVICES OR ANY PORTION THEREOF OR OF ANY
AIRTIME SERVICES, COST OF SUBSTITUTE GOODS, COSTS OF
COVER, FACILITIES OR SERVICES, COST OF CAPITAL, OR
OTHER SIMILAR PECUNIARY LOSSES, WHETHER OR NOT
SUCH DAMAGES WERE FORESEEN OR UNFORESEEN, AND
EVEN IF ZIPIT HAS BEEN ADVISED OF THE POSSIBILITY OF
SUCH DAMAGES.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW
IN YOUR JURISDICTION, ZIPIT SHALL HAVE NO OTHER
OBLIGATION, DUTY, OR LIABILITY WHATSOEVER IN
CONTRACT, TORT, OR OTHERWISE TO YOU INCLUDING ANY
LIABILITY FOR NEGLIGENCE OR STRICT LIABILITY.

THE LIMITATIONS, EXCLUSIONS, AND DISCLAIMERS HEREIN
SHALL APPLY: (A) IRRESPECTIVE OF THE NATURE OF THE
CAUSE OF ACTION, DEMAND, OR ACTION BY YOU INCLUDING
BUT NOT LIMITED TO BREACH OF CONTRACT, NEGLIGENCE,
TORT, STRICT LIABILITY OR ANY OTHER LEGAL THEORY AND
SHALL SURVIVE A FUNDAMENTAL BREACH OR BREACHES OR
THE FAILURE OF THE ESSENTIAL PURPOSE OF THIS
AGREEMENT OR OF ANY REMEDY CONTAINED HEREIN; AND
(B) TO ZIPIT AND ITS AFFILIATED COMPANIES, THEIR
SUCCESSORS, ASSIGNS, AGENTS, SUPPLIERS (INCLUDING
AIRTIME SERVICE PROVIDERS), AUTHORIZED ZIPIT
DISTRIBUTORS (ALSO INCLUDING AIRTIME SERVICE
PROVIDERS) AND THEIR RESPECTIVE DIRECTORS,
EMPLOYEES, AND INDEPENDENT CONTRACTORS.

IN ADDITION TO THE LIMITATIONS AND EXCLUSIONS SET OUT
ABOVE, IN NO EVENT SHALL ANY DIRECTOR, EMPLOYEE,
AGENT, DISTRIBUTOR, SUPPLIER, INDEPENDENT
CONTRACTOR OF ZIPIT OR ANY AFFILIATES OF ZIPIT HAVE
ANY LIABILITY ARISING FROM OR RELATED TO THE
DOCUMENTATION.
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